
WCCP Customer Example

      Firewall
restricts alternat-
ive ports that may
be used for open
proxies. (As well
as incoming
traffic)

      Router also
restricts ports,
allowing
connections only
to the content
engines.

      LAN
infrastructure
forwards request
to router.

      Workstation
requests web page
from a web server
via proxy after
auto-configuring
itself (must initially
be configured)
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      Content engine
requests the page (if
authorized) on behalf of
the user.  Caches the
response, and then
responds to the user as if
sourced by the web
server.

      Content engine
checks URL with the filter
servers.

      N2H2 Server
responds with an OK to
forward or a redirection
page.
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      The Packet is routed
back to the workstation.

HTTP Proxy method of filtering


